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1. CONTEXT

1.1 Scope

1.1.1 This policy applies to Tautoko Tane Aotearoa (TTA) Board, Board Committees and
staff members

1.2  Purpose

1.2.1 The objective of this policy is to ensure that risk management principles and practice
are understood and consistently applied across the organisation and that individual
and collective accountabilities are clearly understood

1.3 Principles

1.3.1 Risk management across the organisation is performed on a consistent basis and in
accordance with:
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o AS/NZISO 31000:2009 International Standard for Risk Management

o The management and reporting responsibilities and obligations outlined in this
policy

o The risk appetite and tolerance of the organisation as defined by the Board using
the approved risk evaluations and assessment criteria

1.4  Definitions

1.4.1 Risk management is the process of establishing stakeholder confidence that the
organisation’s culture, policies, procedures, systems and practices enable and support
the effective management of risk to reduce uncertainty, exploit opportunities to
enhance service quality, and provide reasonable assurance that the organisation’s
goals and objectives will be met.

- For further definitions refer to Appendix A

2. POLICY

2.1  Risk Management Processes

2.1.1 Risk management reduces uncertainty and identifies opportunities to improve the
quality of service.

2.1.2 Risk management is performed in accordance with the international standard for risk
management [AS/NZ ISO 31000:2009]. All risk management processes must be
performed in accordance with this standard [refer diagram below].

2.1.3 Risks are analysed and evaluated in accordance with the risk analysis and evaluation
criteria approved by the Board. These criteria are detailed in Appendix C.

2.1.4 A quality improvement focus is applied to the definition and implementation of risk

treatment or management plans.
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2.2  Responsibility and Accountability

2.2.1 The Board is ultimately responsible for establishing and maintaining the risk
management framework, maintaining an adequate risk management capability and
ensuring that all ‘'Medium’ to "Very High' risks associated with the organisation’s goals
and objectives are effectively managed.

2.2.2 A primary objective of the Governance Committee of the Board is to assist the Board
in discharging its risk management obligations. This committee, on behalf of the Board

should:

o Ensure that an effective risk management framework is in place;

o Ensure that this framework is operating effectively to identify, assess and manage
risks in accordance with this policy;

o Report to the Board all significant risk exposures identified by the framework and
ensuring that the appropriate risk oversight responsibilities are effectively assigned
to the Board, the Risk Committee or the Executive Director; and

o Ensure that any risks assigned to the Risk Committee are effectively managed.

2.2.3 The Governance Committee is primarily responsible for effective management of all
risks associated with the achievement of the organisation’s goals and objectives that
are not specifically assigned to another Board Committee, Trustee or a member of
staff.

2.2.4  All staff are responsible for reporting on any risks identified within the activities of
their position. If their position is assigned responsibility for managing risks, they are

October 2023 Page 3 0of 9



Risk Management Governance Policy

2.2.5

2.2.6

2.3
2.3.1

2.3.2

2.3.3

2.3.4

2.3.5

2.4
2.41

2.4.2

2.4.3

responsible for ensuring that those risks are managed in accordance with the risk
management framework.

Risk owners are responsible for ensuring that the likelihood and consequence of
risks assigned to them, or for which they are otherwise responsible, are reduced.
This includes responsibility for ensuring the timely implementation of effective
quality focussed risk management processes [including controls and procedures] and
monitoring systems. Risk owners are also responsible for reporting the status of their
assigned risks and for monitoring any environmental changes that could impact on
the risk status.

Control owners are responsible for ensuring that any control activity assigned to
them is fully operating. Where a control is not yet fully operating, they are
responsible for ensuring the completion of the necessary tasks and management
plans to fully implement the control in a timely manner. A control owner is
responsible for ensuring the status of the control is reported to the risk owner and
for ensuring that all required documentation for the control is in place.

Risk Assessment

Strategic risks should be identified and assessed on an annual basis as part of the
strategic planning process.

Compliance risks should be identified and assessed on an annual basis as part of an
annual compliance review process.

Operational risks should be identified and assessed on a progressive basis across a
three-year cycle with the proviso that the implementation of any new systems and
processes should be subject to an operational risk assessment process.

The risk management framework should be formally reviewed by the Board on a three
yearly basis or as otherwise required as a result of significant changes in risks
management standards or practices.

The risk assessment and evaluation criteria, including the risk appetite and tolerance
of the organisation should be reviewed by the General Manager and endorsed by the
Board on an annual basis.

Risk Treatment

All risks must be assessed using the organisation’s assessment criteria. Refer Appendix
B

Decision on whether the risk requires treatment or not should be determined by the
organisation’s risk evaluation criteria. Refer Appendix B

Where the assessment and evaluation criteria have determined that a risk requires
treatment, appropriate quality focussed management plans [including controls and
procedures] must be enacted to reduce the likelihood or consequences of the risk.
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2.4.4 Management [treatment] plans must exist for all ‘High” or ‘Very High’ risks where
adequate risk management controls or procedures are not in place. These plans
should focus on opportunities to enhance service quality.

2.5 Reporting

2.5.1  The status and treatment plans for all ‘High’ and ‘Very High' risks must be reported to
the Board by the Governance Committee on a quarterly basis

2.5.2 The complete risk profile of the organisation is to be reported to the Board by the
Governance Committee on an annual basis

2.5.3 The Board should ensure that the annual audit plan is appropriately informed by the
risk profile of the organisation
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Appendix A: Definitions

Term

Definition

Cause

An occurrence which individually or in conjunction with other ‘causes’,
could lead to a risk incident happening

[Risk] Category

Strategic, Compliance or Operational depending on the nature of the
objective which is subject to the risk

Compliance Risk

Risks associated with complying with the obligations of the organisation
being legal, regulatory or internal policy

Consequence

The outcome of a risk incident happening. Consequence categories can
include financial, service interruption, operational effectiveness,
reputational or political, people and safety, or legal and compliance

Control Activity

An activity that either reduces the likelihood or consequence of the risk

Control
Environment

Means the overall attitude, awareness and actions of the organisation
regarding the internal control systems. It consists of the organisational
level control activities, which reduce the risk of failure of specific control
activities across the organisation.

Control Owner

An individual or group of individuals assigned with the responsibility for
ensuring a control is fully operational.

Financial Risk

The risk associated with the achievement of the financial objectives of the
organisation

Governance

The manner in which the Board directs, administer and controls the
organisation. It includes the structures, processes, customs and policies
applying to that direction administration and control

Incident

An occurrence that would have adverse consequence on the achievement
of organisational goals or objectives

Internal Control

The processes and structures that ensure control activities are

Framework implemented and effectively operating to manage risk
Likelihood Probability [of a risk incident occurring]
Obligations Legislative, regulatory, Government or internal policies with which the

organisation must comply

Operational Risk

Risk associated with delivery of system, process and
management objectives

resource

Organisational Level
Controls

Control activities that are performed at an organisational level which
reduce the risk of failure of all other control activities performed within
the organization. These include; governance, policies, reporting
structures, codes of conduct, organisational structure, delegation of

authorities and HR Practices.
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Term Definition

Risk The likelihood of something occurring which has adverse consequences
on the achievement of organisational goals and objectives

Risk Analysis The process of determining the likelihood and consequence of a risk

incident, and thus the risk rating

Risk Assessment

The combined process of identifying, analysing and evaluating risk

Risk Evaluation

The process of evaluating the level and type of treatment to be applied
to a risk depending on its nature, severity and cost-benefit of treating the
risk

Risk Management

The culture, processes and tools affected by the organisation’s
governance, management and staff, that supports the reduction of
uncertainty and the exploitation of opportunities by identifying and
managing risk to provide reasonable management that the
organisation’s goals and objectives will be met.

Risk Management
[Treatment] Plan

A series of tasks which are required to be completed to ensure that
controls rare fully operating to reduce the likelihood or consequence of
the risk occurring

Risk Owner

Individual or group of individuals assigned the responsibility for managing
the risk

Risk Rating

The level of overall severity assigned to a risk based on the severity of the
consequences and the likelihood of the risk incident occurring

Risk Treatment

The method or process of dealing with an identified potential risk incident

Risk Universe

The total portfolio of risks and potential risks to which the organisation is
exposed

Strategic Risks

Risks associated with achievement of objectives in the organisation’s
strategic business plan

Types [of causes]

The common themes of the causes of risk incidents
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Appendix B
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